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This paper investigates the buffer-aided relay selection issue for achieving physical layer security (PLS) in two-hop wireless
networks with Decode-and-Forward (DF) relays. Available works mainly focus on scenarios with independent- decoding
eavesdroppers. However, the more hazardous scenarios with diversity-combining eavesdroppers that combine the signals in
two hops to decode the packets are largely ignored. This paper considers a two-hop wireless network with multiple DF relays
and one diversity-combining eavesdropper under two cases with perfect and partial eavesdropper channel state information (CSI)
respectively. We first propose two secure buffer-aided relay selection schemes to suppress the eavesdropper for both eavesdropper
CSI cases respectively. We then derive analytical expressions for the end-to-end (E2E) secure transmission probability (STP)
and E2E delay of the network. Finally, we provide extensive simulation and numerical results to validate the correctness of the
expressions and also to investigate the E2E STP and E2E delay performances. The results showed that the proposed schemes
can achieve better E2E STP performance than the well-known Max-ratio buffer-aided relay selection scheme but at the cost of
an increased E2E delay.
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